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NEW “AI ACT” REGULATING ARTIFICIAL

INTELLIGENCE IN THE EU ENTERED INTO
FORCE ON 1 AUGUST 2024

Over the past several years, the European Union has been
discussing the introduction of a regulation for Al. Since the
first bill was presented in April 2021, various discussions
and negotiations have taken place to introduce the
regulation, and as a result, the Al Act ("AI Act") was
published in the Official Journal of the EU on July 12, 2024
and entered into force on August 1, 2024 ((EU) 2024/1689).

The Al Act is of great interest because it is the first
comprehensive Al framework in the world and other
countries may refer to its regulatory framework in the
future. Additionally, the Al Act is a framework that many
businesses should be aware of because of the wide range of
businesses to which it applies, its direct application to
extraterritorial companies that provide Al systems within
the EU, and the severe penalties it imposes for violations.

1. The Purpose of the regulation

The Al Act aims to improve the functioning of the internal
market, promote the uptake of human-centric and trustworthy
artificial intelligence (Al), and support innovation. At the same
time, the Al Act also seeks to ensure a high level of protection
of health, safety, and fundamental rights enshrined in the
Charter (such as democracy, the rule of law and environmental
protection) against the harmful effects of Al systems. (Art. 1).

In general, while most Al systems pose no noteworthy risks
and are rather beneficial in helping to solve various social
problems, some Al systems are considered to have potentially
undesirable consequences for people.

The Al Act was introduced as a result of the belief that existing
laws were not sufficient protection against such risks. Against
this backdrop, the Al Act took a risk-based approach, and was
designed to avoid imposing unnecessary restrictions on the
promotion of the use of Al

2. Scope of Application
Material Scope: Al Systems and GPAI Models

The Al Act applies to Al systems, defined as “a machine-based
system designed to operate with varying levels of autonomy
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and that may exhibit adaptiveness after deployment and that,
for explicit or implicit objectives, infers, from the input it
receives, how to generate outputs such as predictions, content,
recommendations, or decisions that can influence physical or
virtual environments” (Art. 3(1)).

The AI Act applies to all Al systems except for specific sectors
and activities, such as for military and national security use
(Art. 2.3), law enforcement and judicial cooperation use (Art.
2.4), research, scientific and development use (Art. 2.6),
personal and non-commercial use (Art. 2.10), and free and
open-source use (Art. 2.12, with some exceptions.).

The Al Act also applies to general-purpose Al (“GPAI”)
models, being defined as “an Al model, including where such
an Al model is trained with a large amount of data using self-
supervision at scale, that displays significant generality and is
capable of competently performing a wide range of distinct
tasks regardless of the way the model is placed on the market
and that can be integrated into a variety of downstream systems
or applications, except Al models that are used for research,
development or prototyping activities before they are placed
on the market” (Art. 3(63)).

Additionally, GPAI system is defined as an Al system which
is based on a GPAI model and which has the capability to serve
a variety of purposes, both for direct use as well as for
integration in other Al systems (Art. 3(66)).

Personal Scope of Application: Operator

Under the Al Act, the entity subject to regulation is referred to
as an operator (Art. 3(8)). An operator mainly consists of the
following categories:

Provider a natural or legal person, public authority,
agency or other body that develops an Al
system or a GPAI model or that has an Al
system or a GPAI model developed and
places it on the market or puts the Al
system into service under its own name or
trademark, whether for payment or free of
charge (Art. 3(3));

Product a person who is placing on the market or
Manufacturer  putting into service an Al system together
with its product and under its own name
or trademark(Art. 2.1(e));

Deployer a natural or legal person, public authority,
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importer, that makes an Al system
available on the Union market (Art. 3(7)).

Geographic Scope of Application: In and Outside EU

The AI Act is applicable to Al systems and GPAI models
placed on the EU market, Al systems put into service in the
EU, Al systems used in the EU, and Al systems whose
produced output is used (or is intended to be used) in the EU
(Art. 2).

Please note that providers of Al systems and GPAI models fall
within the scope of the Al Act, independently of their place of
establishment (Recitals 21 and 22, Art. 2.1). Furthermore, even
if the Al system itself is not placed on the EU market, put into
service, or used within the EU, if the output of an Al system is
used (or is intended to be used) in the EU, relevant providers
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and deployers of Al systems, even if established in a third
country, are subject to the Al Act (Art. 2.1).

Therefore, even a Japanese company that does not have an
office in the EU may be subject to regulation as a provider if it
is recognized as placing systems incorporating Al on the EU
market, and even if its Al system is not placed on the EU
market, it may be subject to regulation as a provider or
implementer if the output of the Al system is used, or is
intended to be used, in the EU.

3. General Obligations for AI Systems: A Risk-
Based Approach

The AI Act categorizes Al systems depending upon the level of
risks resulting from their functions into four categories and
subjects each category of Al systems to different regimes,
meaning that each operator of an Al system has different
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obligations based upon the applicable category.

UNACCEPTABLE RISK
« Prohibited

HIGH RISK

« subject to strict ex ante and ex post
regulations

LIMITED RISK

« subject to obligation of transparency

MINIMAL RISK

* no particular restrictions

According to this description, it would seem that Al systems
are exclusively classified into one of the four risk categories as
below, but this is actually not an accurate description;
"Limited-Risk AI Systems" are defined from a different
perspective than "High-Risk AI Systems," and some Al
systems may fall into both categories (See Art. 50.6).

Prohibited Al Systems (Unacceptable Risk)

In order to deal with Al that poses unacceptable risks, the Al
Act prohibits the placing on the market, the putting into
service, or the use of the following types of Al systems (Art.
5.1):

Subliminal techniques

An Al system that deploys subliminal techniques beyond a
person’s consciousness, or purposefully manipulative or
deceptive techniques, to cause significant harm.

Exploitation of vulnerabilities of persons

An Al system that exploits any of the vulnerabilities of
anatural person due to such person’s age, disability or a
specific social or economic situation, by materially distorting
the behavior of that person or in a manner that causes
significant harm.

Social scoring

An Al system for the evaluation or classification of natural
persons or groups of persons over a certain period of time
based on their social behavior or known, inferred or predicted
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personal or personality characteristics, with the social score
leading to: (i) detrimental or unfavorable treatment in social
contexts that are unrelated to the contexts in which the data was
originally generated or collected; and/or (ii) detrimental or
unfavorable treatment.

Individual predictive policing

An Al system for making risk assessments of natural persons
in order to assess or predict the risk of such persons committing
a criminal offense, based solely on the profiling of a person or
assessing their personality traits and characteristics.

Scraping for facial images

An Al system that creates or expands facial recognition
databases through the untargeted scraping of facial images
from the internet or CCTV footage.

Emotion recognition in the workplace and educational
institutions

An Al system to infer emotions of a natural person in the areas
of workplace and educational institutions.

Biometric categorization

A biometric categorization system that individually categorizes
natural persons based on their biometric data to deduce or infer
their race, political opinions, trade union membership,
religious or philosophical beliefs, sex life,
orientation.

or sexual

Real-time remote ID systems for law enforcement

A real-time remote biometric identification system in publicly
accessible spaces for the purposes of law enforcement
(however, there are exceptions under certain conditions for
searches relating to specific victims and missing persons,
preventing terrorism, etc.).

High-Risk Al Systems

High-risk Al systems refer to:

An Al system that is a product, or used as a safety
component of a product, which is covered by particular
EU legislation (the “EU-level harmonized legislation”
listed in Annex I) such as radios, toys or medical devices,
and required to undergo a third-party conformity
assessment (Art. 6.1); or

An Al system operating in eight sensitive areas, such as
biometrics, critical infrastructure, education and
vocational training, employment workers’ management
and access to self-employment, essential private and
public services, law enforcement, migration, asylum and
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border control management, and administration of justice
and democratic processes (Annex 3) (Art. 6.2).

Al systems that fall under the category of high-risk Al systems
are generally required to contain the following features:

Updated management system to assess and reduce risks

(Art. 9)

The risk management system shall be understood as a
continuous iterative process planned and run throughout the
entire lifecycle of a high-risk Al system, requiring regular
systematic review and updating, including the identification
and analysis of the known and the reasonably foreseeable risks
that the high-risk Al system can pose to health, safety or
fundamental rights and the estimation and evaluation of the
risks that may emerge when the high-risk Al system is used in
accordance with its intended purpose, and under conditions of
reasonably foreseeable misuse.

Implementation of data training, testing and data

governance (Art. 10)

Data sets used in developing high-risk Al systems shall be
subject to data governance and management practices
appropriate for the intended purpose of the high-risk Al
system, and shall be relevant, sufficiently representative, to the
greatest extent possible, free of errors and complete in view of
the intended purpose.

Updated  technical documentation demonstrating
compliance with the AI Act which can be provided to

competent authorities (Art. 11)

The technical documentation to demonstrate that the high-risk
Al system complies with the requirements shall be drawn up
before such system is placed on the market or put into service
and shall be kept up to date.

Recordkeeping and automated logs (Art. 12)

High-risk Al systems shall technically allow for the automatic
recording of events over the lifetime of the system to ensure a
level of traceability of the functioning of the high-risk Al
system that is appropriate to the intended purpose of the
system.

Transparency and instructions for use for deployers (Art.

13)

High-risk Al systems shall be designed and developed in such
a way as to ensure that their operation is sufficiently
transparent to enable deployers to interpret the system’s output
and use it appropriately. Specifically, it is required to provide
instructions for use that include the identity and the contact
details of the provider, the characteristics, capabilities and
limitations of performance of the high-risk Al system, etc.
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Enabling of human oversight (Art. 14)

High-risk Al systems shall be designed and developed in such
a way that they can be effectively overseen by natural persons
during the period in which they are in use.

Warranty of technical robustness, accuracy, and

cybersecurity (Art. 15)

High-risk Al systems shall be designed and developed in such
a way that they achieve an appropriate level of accuracy,
robustness, and cybersecurity, and that they perform
consistently in those respects throughout their lifecycle. The
levels of accuracy and the relevant accuracy metrics of high-
risk Al systems shall be declared in the accompanying
instructions of use.

In addition to the above system requirements, operators
involved in high-risk Al systems are subject to different
obligations depending on their position, i.e., Art. 16 to 21 apply
to providers, Art. 23 applies to importers, Art. 24 applies to
distributors, Art. 26 applies to deployers, respectively.

Only after compliance with the relevant requirements has been
documented and proper notice submitted/registered by the
operator to the relevant authorities in a Member State through
a conformity assessment procedure (Art. 43) and execution of
an EU declaration of conformity (Art. 47), will a certificate of
conformity valid for a maximum of 5 years be issued (Art. 44),
and the market or the service launch of the relevant high-risk
Al system on the EU market be permitted (Art. 16).

Limited-Risk Al Systems

Certain types of Al systems are subject to transparency
obligations depending on the type.

Al systems intended to interact directly with natural
persons (ex., chatbots)

Providers shall ensure that AI systems are designed and
developed in such a way that the natural persons concerned are
informed that they are interacting with an Al system (Art 50.1).

Al systems generating synthetic audio, image, video or
text content (ex., Al image generator)

Providers shall ensure that the outputs of the Al system are
marked in a machine-readable format and detectable as
artificially generated or manipulated (Art 50.2). Deployers of
an Al system that generates or manipulates image, audio or
video constituting a deep fake, shall disclose that the content
has been artificially generated or manipulated (Art 50.4).

Emotion recognition system or Biometric categorization
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system

Deployers of an emotion recognition system or a biometric
categorization system shall inform the natural persons exposed
thereto of the operation of the system (Art 50.3).

Minimal or No-Risk Al Systems

This is not a specific named category. No obligations are
stipulated in the Al Act but concerned Al operators are
encouraged to voluntarily adopt codes of conduct, including
governance mechanisms, objectives and performance
indicators (Recital 165, Art. 95).

4. Specific Duties for GPAI Models

Independently of the risk-based categorization of Al systems
above, the Al Act introduces specific duties for the GPAI
models.

Duties of GPAI model Providers

GPAI model providers are subject to specific obligations
relating to transparency consisting of the following: (a) create,
update and save technical documentation of the GPAI model
and provide it to the Al system providers, or to the Al Office
or competent national authorities upon request; (b) implement
a policy to comply with EU copyright law; and (c) provide a
summary of information about the relevant GPAI models for
the public (Art. 53.1).

Duties regarding GPAI Model Posing a Systemic Risk

The Al Act applies additional restrictions to GPAI models that
are considered to have "systemic risk". This "systemic risk" is
defined as a risk that is specific to the high-impact capabilities
of general-purpose Al models, having a significant impact on
the Union market due to their reach, or due to actual or
reasonably foreseeable negative effects on public health,
safety, public security, fundamental rights, or the society, that
can be propagated at scale across the value chain (Art. 3(65)),

More concretely, a GPAI model is classified as a GPAI model
with systemic risk based on its high technical capabilities, and
it shall be presumed to be a GPAI model with systemic risk if
the cumulative amount of computation used for its training is
greater than a certain threshold (Art. 51).

In addition to the requirements outlined above for GPAI model
providers, providers of GPAI models with systemic risk shall
notify the European Commission if they become aware that a
GPAI model does or will qualify as one with systemic risk
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without delay, or within two weeks (Art. 52), perform model
evaluation to identify and mitigate systemic risk, assess and
mitigate such systemic risk, track and report serious incidents
to the Al Office and the competent national authorities, and
ensure an adequate level of cybersecurity protection for the
relevant GPAI model posing a systemic risk (Art. 55).

5. Institutional Structure

Authorities

and Competent

The Al Office

The Al Act establishes the AI Office, an EU-level regulatory
agency within the European Commission (Art. 64).

Established in February 2024, the Al Office is globally tasked
with coherent application of the Al Act. It specifically develops
better tools and guidance to identify and classify GPAI models
(Art. 75) and High-Risk AI (Art. 27), facilitates compliance by
Al operators as regards Al requirements notably by issuing
template documents, sandboxes (Art. 57) and codes of practice
(Art. 56), and monitors, supervises, and enforces the Al Act
requirements by investigating violations and taking corrective
action (Art. 89 to 93).

The Artificial Intelligence Board

The European Artificial Intelligence Board is composed of
representatives from Member States. It advises and assists the
European Commission and Member States in order to facilitate
the consistent and effective application of the Al Act (Art. 65).

National Competent Authorities

National authorities will supervise and enforce the Al Act’s
national application and implementation. Each Member State
must establish or designate at least one notifying authority
(responsible for conformity assessment bodies and their
monitoring) and one market surveillance authority (responsible
for ex-post monitoring) by 2 August 2025 (Art. 70).

Other Al Act Stakeholders

Al systems providers downstream will have the right to submit
complaints to the relevant market surveillance authority and
receive explanations (Art. 89). More widely, any natural or
legal person having grounds to believe that there has been an
infringement of the Al Act may submit complaints to the
relevant market surveillance authority (Art. 85).
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6. Sanctions

Non-compliance with EU AI Act rules on prohibited Al
systems can result in monetary fines of up to EUR 35 million
or 7% of worldwide annual turnover, whichever is higher. In
contrast, the Al Act sets lower penalties for violations of high-
risk Al systems provisions or limited-risk Al systems (3% or
EUR 15 million), as well as for providing false information to
authorities (1% or EUR 7.5 million) (Art. 99).

The Al Act also imposes separate penalties for providers of
GPAI models who violate the Act; specifically, maximum fines
of 3% of worldwide annual turnover or EUR 15 million,
whichever is higher (Art. 101.1).

7. Timeline of Application

The Al Act entered into force on 1 August 2024, and individual
provisions are enforceable in phases. Provisions for prohibited
Al systems have been effective and subject to fines from 2
February 2025. Most of its provisions will be fully enforceable
(including provisions on high-risk and main limited-risk Al
systems) as of 2 August 2026 (Art. 113). The provisions for
GPAI model including governance and notification will apply
from 2 August 2025, and the remaining obligations will apply
from 2 August 2027.

Because the obligations under the Al Act are mostly stipulated
in the form of results and general obligations rather than
examples of application, implementation guidelines by the
European Commission (Art. 96) and delegated acts by the Al
Office will follow, such as codes of practice for GPAI models
providers, which are expected by May 2025 (Art. 56).

As Japanese companies are within the scope of application of
the Al Act, they will need to prepare for compliance without
waiting for full enforcement of all provisions, because
compliance will require taking time-consuming steps, and also
because once the guidelines and delegated acts are adopted,
effective enforcement and imposition of sanctions are expected
to be swift, with non-compliance also posing risks in terms of
reputation loss.

8. Conclusions and Key Advice for Japanese
Companies

In light of the enactment of the Al Act in the EU, some key
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recommendations for Japanese companies are as follows:

Conduct internal assessments of whether the company
has/may have Al systems or models (including GPAI

models) in use, in development or about to be procured.

Confirm whether the company is a deployer, provider or

another type of Al operator under the Al Act.

Assess the risks associated with company systems and
categorize the relevant Al system or Al model based on their

risks via Al-related mapping.

Compare the Al Act requirements with existing internal Al-
related policies and governance already in place and

improve the latter to fill any gaps in non-compliance.

Externally implement the relevant Al Act requirements in
the company’s supply chain and customer policies (by
amending or drafting terms, policies, contracts, and other

documents).

Stay up to date with respect to the European Commission’s

future guidelines etc.

Compliance by Japanese companies with the Al Act is
especially urgent, as outside the EU, the Al Act may become
the standard for other national Al-related regulations. Indeed,
some jurisdictions outside the EU, such as the U.S. State of
Colorado and Canada have announced a desire to possibly
replicate it.

Finally, as Al systems and Al models have widespread yet
differentiated usages depending on the relevant business
sectors, it might be useful to analyze the topical impact of the
Al Act on some specific sectors.

If you have any questions regarding the contents of this
newsletter, please do not hesitate to contact the authors.
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